Frequently Asked Questions by Providers
Question:  I am registered to use the VPMS database and have the proper User Name and Password.  Can I allow staff members in my practice to use these access codes to query my patients?

Answer:  We recognize that a provider may choose to share the unique Password so that another member of the provider’s staff can query the database on behalf of the registered provider.  While this is acceptable to VPMS, we urge the registered provider to limit the use of the unique Password within the practice.  Any delegation of this authority for use of the Password by another practice staff member is subject to the same conditions as those placed on the provider, and any query must be for a bona fide current patient being treated by the registered provider.  Of course, all appropriate HIPAA restrictions apply to the query and use of the data.  
We strongly urge that the register provider not divulge the assigned unique PIN Number to other member of the practice staff.   This should be retained by the provider for use to make changes to the provider’s record or access to the system.
Question:  Can other providers in my practice use my Password to query the database about their patients?

Answer:  No.  Each time the database is queried, the provider verifies that the query is for a bona fide current patient of the provider.  Therefore, a query by another provider would not meet this verification since the query is not for a patient of the registered provider.  Beyond this, if several providers shared a single number, VPMS would not be able to determine the total number of individual providers using the system, or the volume of queries by provider.  
